
Port cybersecurity: central to innovation
By its very nature, a commercial port is an open site that needs to facilitate good and traffic flows. The generalised
interconnection of systems and technologies exposes port actors to constantly worsening threats. That is why
HAROPA PORT, as a major player in digitised port operations, has defined a robust cyber risk prevention strategy and
is developing a range of projects to become a cybersecure port of the future.
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to put in place measures aimed at uniting the cybersecurity community and strengthening individual capacity to
control digital risk,
to develop synergies between all these public- and private-sector actors in order to guide technological
innovation,
to support training to ramp up general skill levels in the ecosystem.

CYMsPATI
HAROPA PORT is working on the creation of  the CYMsPATI platform (a French acronym denoting “port,
maritime and industrial cybersecurity”), aiming to achieve stronger cybersecurity for the IT systems of logistics
chain actors, thereby protecting data security.
Partners: Le Havre Seine Métropole urban district authority, UMEP, Synerzip-LH, Airbus, SOGET, ANSSI and the
DGSI, the French government’s general directorate for internal security.
 
This project is also part of the programme Le Havre, ville portuaire intelligente.
Digital security: a nationwide issue 
At the forefront of port cybersecurity, HAROPA PORT is also a member of Campus Cyber. Created at the instigation of
the President of the Republic, Campus Cyber is the national cybersecurity flagship that brings together the main
players in this field. It welcomes private companies, government departments, training organisations, research actors
and non-profit bodies in order:
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